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|  |  |
| --- | --- |
| **Цель изучения дисциплины** | Целями изучения дисциплины «Экономические преступления, совершаемые в киберпространстве и меры противодействия им» права является:  - овладение навыками квалификации преступлений, совершаемых в киберпространстве;  - изучение основных видов проявления преступного поведения в киберпространстве, направленного на экономическую безопасность страны;  - овладение навыками противодействия экономическим преступлениям, совершаемым в киберпространстве. |
| **Место дисциплины в структуре ППССЗ/ОПОП** | **Б.1. В. В.6.2** Дисциплина входит в профессиональный цикл и является дисциплиной по выбору студента, устанавливаемой ВУЗом, магистерской программы «Юрист в сфере уголовного судопроизводства».  Ее базой являются такие дисциплины, как: философия права, учение о преступлении и составе преступления, уголовная политика России. Компетенции, полученные при изучении данных дисциплин, способствуют изучению дисциплины «Экономические преступления, совершаемые в киберпространстве, и меры противодействия им»; в свою очередь последняя служит основой для освоения ряда иных дисциплин: «Проблемы квалификации преступлений против собственности» и иных. |
| **Компетенции, формируемые в результате освоения дисциплины (модуля)** | ПК- 3 Способен применять международные правовые акты и нормативные правовые акты Российской Федерации при рассмотрении судами уголовных дел, а также составлять судебные акты (протоколов, постановлений, определений, приговоров и др.):  ПК-4 – Способен применять международные правовые акты и нормативные правовые акты Российской Федерации при реализации полномочий органами публичной власти, способен составлять правоприменительные документы (протесты, представления, постановления и др.):  ПК-5 - Способен подготавливать консультации по правовым вопросам (включая уголовно-правовым и уголовно-процессуальным) и подготавливать правовые документы: |
| **Содержание дисциплины (модуля)** | Тема №1. Понятие и признаки киберпространства и экономических киберпреступлений  Тема №2. Международный и зарубежный опыт в сфере противодействия экономически преступлениям, совершаемым в киберпространстве  Тема №3. Преступления против собственности, совершаемые в киберпространстве  Тема №4. Преступления в сфере экономической деятельности, совершаемые в киберпространстве  Тема №5. Причины и условия совершения экономических киберпреступлений  Тема №6. Личность киберпреступника и его жертвы  Тема №7. Правовые и криминологические меры противодействия экономическим преступлениям, совершаемым в киберпространстве России |
| **Общая трудоемкость****дисциплины** | *Общая трудоемкость дисциплины составляет 1 зачетная единица 36 часов. (очно и заочно)* |
| **Форма промежуточной аттестации** | *Зачет* |